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Electronically stored information
(ESI) is identified by legal teams.
e-Discovery requests and 
challenges are made.

Potentially relevant data is placed under
legal hold, so it cannot be destroyed.
Failure to preserve data may lead to
sanctions or fines if the lost data puts the
defense at a disadvantage.

Data is transferred from a
company to Legal counsel/
eDiscovery provider. The
Legal counsel/eDiscovery
provider determines the
data's relevance. Files are loaded into a review

platform. The collected data is
usually deduplicated at this
stage to reduce the reviewable
volume.

Searches and analytic tools are used
to filter the processed data set to
identify the documents most likely to
be relevant to the matter at hand.

Documents are exchanged
with opposing counsels.

The review process assesses the
documents’ responsiveness to the
discovery request. The reviewers also
identify privileged content for
redaction or exclusion from the
production.

E-discovery implementation process 


